
A. Digital Signature Request User Manual 
 

1. Open your Internet Explorer Browser and enter saini.serikali.go.tz and a page will open 

up just as shown below. Follow the link  Create Digital Signature on top of the page and 

you will  be directed 

 

 
 

2. On the web page click ‘Request a certificate’ as shown on the image below 

 



3. Thereafter follow a link with a tag  Browser Certificate Request 

 
 

4. Enter your correct details as required by the web page. See example below 

 
 

 

 



 

5. Once you’re done entering your details, simply press continues and a web page as 

depicted below will appear. Don’t change anything on this page simply press continue to 

move onto the next step 

 
 

6. On this step enter a passphrase and memorize it well as you will be using this 

passphrase to sign documents. Under any circumstance don’t share this passphrase with 

anyone. Once you’re done press continue. 

 

 



7. Read User Certificate Agreement and press continue if you agree with the terms 

 

 

8. Click generates Request to complete Your Certificate request. Thereafter go into your 

Government email to confirm your request.  

 

 
 

 

 



Kindly note that you will need to go into your GMS mail account and confirm your 

Certificate request, on a failure to do so; your certificate request will not be processed. 

 

 

9. On a successful issuing of your digital certificate in request and email will be sent to you 

with a link to follow and authorize use of your digital Signature for Document Signing to 

DSMS (Digital Signature Management System). 

  



 

 

B. Personal document Signing. 
 

1. Open up your browser and enter the url saini.serikali.go.tz and a page as shown below 

will appear. On the right side of the web page you will find a description “Sign in to 

digitally sign your document”. Please use your Government email and password to 

sign in. 

 

 

2. On a successful sign in you will be directed to a page where you will click choose file to 

locate a PDF document you want to sign there after provide you Digital Certificate 

passphrase to complete the process. If the passphrase is correct a pop will appear with 

an option to view the signed document or save it into your local PC. 



 

C. INSTALLING ROOT CA CERTIFICATE ON ADOBE READER FOR SIGNED 

DOCUMENTS VALIDATION 

 

1. Open your adobe reader application. 

 

 

 

2. On adobe application window, find edit menu on your top left corner then click it and a 

drop down menu will appear thereafter click preferences found on the bottom of the 

drop down menu. (Alternatively you can press Ctrl +K  at once to achieve the same) 



 
3. On a preference window, click More with description Identities and “Trusted 

certificates” .There after another window will pop up. As depicted on the image below 

click on Trusted certificate tab followed by Import tab  

 

 
 



4. Click Browse then locate the downloaded certificate followed by open to confirm 

selection. There after click Trust tab as seen on the image and check a box next to “Use 

this certificate as a trusted root”. To finalize the process click ok then import. 

 

 

 

Tick use this certificate as a trusted root then click ok to finalize. There after you can validate 

documents signed under DSMS with e-Government PKI certificates. 


